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Abstract—In recent times, many studies have identified trust
as a propeller of community policing for enhancing security
and safety. However, this essential aspect of community policing
has not been properly classified. This has resulted in ambiguity
and misunderstanding of the trust being referred to in commu-
nity policing context. To cover this gap, this research carried
out a systematic review of three scientific journal databases
using PRISMA protocol which produced 16 document results
after excluding 20,270 studies that didn’t meet our criteria.
Consequently, community policing trusts were identified and
categorized in terms of technology-based trust (TbT), Human-to-
Human Trust (HtHT) and Trust for both humans and technology
(TbHT). Also, the research further established three themes for
improving trust in community policing. In the end, this study has
established the significant effect of different categories of trust
as it supports community policing. More so, while this research
informs on work that has been done on trust and community
policing overtime, it provides distinct and comparable terms for
future Human Computer Interaction (HCI) research.

Index Terms—Community Policing, Trust, Crime, Technology,
Classification, PRISMA

I. INTRODUCTION

The practice of Community Policing (CP) which is based on
the idea that people are eager to participate and interact with
law enforcement agents [1] has attracted scholarly debates
on its effectiveness, especially in developing countries [2].
The philosophy of this practice is based on the idea that law
enforcement officers and community members should work
together [3], [4] to identify and solve problems related to crime
and disorder suffer setbacks hitherto [5]. One major reason for
these debates and setbacks is lack of trust between different
aspects and participants in community policing activities [6]–
[7].

According to Zhang et al. [8], community policing is the
collaboration between police and community members, to
solve community challenges using technological solutions. In
the other hand, trust is the eagerness of an individual to
become vulnerable to another individual [9] or technology.

The collaboration in community policing, which is the working
together of all stakeholders (citizens, community workers, non-
governmental organization, police [8], [10]) with the objective
of reducing or ending crime, is a worthwhile adventure for
both citizens and the police [11]. Hence, trust among these
stakeholders will play an important role for community polic-
ing to thrive [1], [6], [7].

When there is trust, information is more likely to be shares
crime and suspicious activities [12], [13]. This information
can help officers prevent crime before it occurs or apprehend
suspects after a crime has been committed [14], [15]. To
build trust, law enforcement officers must be visible and
approachable in the community [16], [17]. However, this trust
building has been very challenging [1], [11], [7] as the concept
appears directionless. Evidently, studies that discussed trust
in community policing context use the term without any
scientific classifications and definitions, and as such, there is
ambiguity on the trust scholars refer to in community policing.
To shade lights on this indistinctness, this study examines
the several studies conducted on trust in community policing
perspective. The research carried out a systematic review of
the different publication between 1982 (which is the year of
first conference of Special Interest Group on Computer-Human
Interaction (SIGCHI)) and 2022 using ACM Digital Library,
GoogleScholar, and Scopus scientific journal databases.

The major contributions of this research are outlined as
follows:

• For better understanding of the concept, this research
classifies trust into three clear terms.

• Generates three major themes for improving trust in
community policing.

• Reveals trends in research methods used by HCI scholars
for 40 years (1982-2022).

• Contributes historically and informs on the amount of
works that have been done on trust in community policing
overtime.
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• Identifies unique terms for future HCI research.
On the overall, this study highlights community policing

research trend between global south and global north. Over the
years, studies covering Community Policing has dominantly
concentrated on the global north regions. The implication
of this is that there has been a very limited number of
studies regarding this context in the global south. Therefore,
researchers are encouraged to venture more and study the
global south based on the research context to create a balance

A. Organization of Work

The remaining part of this study is organized as follows:
Section 2 discussed studies related to this systematic review,
while the method used in achieving the results are discussed
in Section 3. The results of the review are stated in Section 4
and these results are further analyzed and discussed in Section
5. Other limitations are identified in Section 6, while Section
7 concludes the study.

II. RELATED WORKS

Trust is relevant for community policing strategies to thrive
[6] . Hence, without trust, the stakeholders in community
policing won’t work to achieve its purpose. However, trust
is very hard to detect by the human mind [18], and this is
why many scholars have conducted reviews to understand
trust in different perspective. In the perspective of community
policing, Schilke et al. [9] defined trust as “the willingness
of an entity (i.e., the trustor) to become vulnerable to another
entity (i.e., the trustee)”. Meanwhile, trust has three theoretical
elements; vulnerability, positive prospects, and attitude [19]
which must be integrated for it to be actualized. According to
Aston et al. [20], established accessibility and communication
between the police and the public are vital tools to achieving
confidence for the police. People who have trust are more
likely to report crimes and work with the police to uphold
social norms and values [21]. In the present architecture
of community policing, the police-citizen partnership faces
numerous challenges because there is lack of trust [22]. Public
safety can easily be addressed if there is trust [23]. Nagel et al.
[24] systematically reviewed 12 papers on trust in police and
concluded that transparency contributes to an improvement
of trust for the police. To identify areas lacking research
in social network trust, Sherchan et al. [25] conducted a
comprehensive review through the field of social and computer
science which led to the discovery of three aspects of trust
that could help in policing. Fleet and Hine [26] conducted
a sentiment analysis on 203 YouTube clips to identify the
level of trust and the positivism of discourse on the use
of facial recognition technology by the police. Their finding
showed the acceptance of surveillance in community policing.
To identify the effects of community-oriented policing on
crime, Gill et al. [27] systematically reviewed 25 studies. They
found that though citizens were satisfied with community-
oriented policing, fear of crime in them were not reduced
by the practice. Ike et al. [28] systematically reviewed 11
studies to enhance public trust for the Nigerian police. They

noted that one of the major community policing setbacks in
Nigeria was lack of trust, and recommended a randomized trial
intervention which must include citizen-policing relationship.
To understand how force variables affect citizen’s trust for
the police, Akinlabi [29] conducted an analytic assessment
through cross-sectional survey. They concluded that abuse
of power and use of force on citizens contributes to the
failures of community policing approach. Higginson et al. [30]
systematically reviewed 37 studies to identify the evidence of
effective policing interventions in developing countries. The
most important out of the 7 identified themes was that citizens’
participation will enhance policing interventions. From the
foregoing, it is obvious that trust is a vital tool for community
policing to thrive.

A. Research Design

The Preferred Reporting Items for Systematic review and
Meta-Analysis (PRISMA) guideline [31], was followed in this
study. The sample of the study are SIGCHI sponsored or
co-sponsored conference papers and journal articles, which
mentioned trust and community policing.

B. Criteria for selection

The study systematically reviewed scholarly works pub-
lished in ACM Digital Library (dl.acm.org), Google Scholar
(scholar.google.com) and Scopus (scopus.com) databases be-
tween January 1, 1982, and August 31, 2022. The choices of
these three databases were informed by their wide scientific
coverage [32], [33], [34] of HCI conference papers and journal
article publications.

C. Search Strategy & Data Extraction

To get all conference papers and articles where community
policing and trust were mentioned, an advanced search was
conducted in each of the three databases with keywords
‘community policing’, ‘community-policing’ and ‘trust’, using
the combinatorial and filtering operators ‘AND’ and ‘OR’
(more information can be found in table I). There were no
limitations by title, abstracts and keywords, rather, ‘ALL’
option coding was used in the advanced search textboxes
of the three databases. This was done to get all articles
that mentioned community policing and trust in all parts of
the documents, including references which could link to a
missing document, thereby serving as first means of result
validation and risk of bias assessment. If we had limited the
search following some existing norms of limiting search by
Title, Abstracts and Keywords (TAK), articles that mentioned
community policing and trust in their title, abstracts and
keywords only, would have been harvested; and we would
have lost some valuable papers which discussed these two
concepts in the introduction or other parts of the document.
For instance, the paper ‘Chasing Lions: Co-Designing Human-
Drone Interaction in Sub-Saharan Africa’, discussed trust
for technology in community policing in their data analysis
section, and would have missed out if we used TAK method.
The only limitation to the inclusion of all parts of an article in



an advanced search is that some words in its reference section
can pull up the article as relevant among document results,
even when it is not. For instance, the article ‘Civic Technology
for Social Innovation’, also resulted in our searches. Trust was
mentioned in parts of the document, but community policing
only appeared in the reference section. Though, this article
was removed during our quality assessment, it directed us to
three other documents that mentioned ‘community policing’
in its reference section, which we examined to reaffirm that
our exclusions were accurate.

The selected citations in Scopus and Google Scholar were
directly exported to excel in bits of 20 studies per file,
while citations in ACM digital libraries were exported into
BibTeX files and converted to excel using www.bibtex.com.
The resultant excel files were merged into a single excel sheet.
This resulted into many duplicates, which were sorted and
deleted accordingly. To assess the risk of bias, two scholars
with doctoral preparations carefully evaluated the articles for
inclusion.

Included studies were those that needed to meet the below
criteria:

1) Sponsored or co-sponsored by SIGCHI.
2) Mentioned trust and community policing or community-

policing.
Excluded studies were those that:

1) Mentioned trust or community policing only in the
reference section.

2) Did not relate trust within the scope of community
policing.

D. Database Search Query

An advanced search of the three databases resulted in 20,286
documents. After filtering and sorting, a total of 74 articles
were extracted and merged into an excel file for further
quality assessment and criteria analysis which resulted in 16
studies. The advanced search procedures carried out in the
three databases are detailed in the next section.

1) ACM Digital Library: A search in the ACM digital
library for all the papers that mentioned community policing
or community-policing and trust from 1st January 1982 till
31st August 2022 was done using the search query as shown
in Table I. This was done in ‘search items from: ACM full
text collection’ module, and the items entered into the ‘Any-
where’ textbox was ‘”community policing” OR ”community\-
policing” AND Trust’, with date set from January 1982 to
August 2022 (Note: the ‘OR’ and ‘AND’ operators are case
sensitive, and the quotation marks were used to generate
exact phrases). The community-policing keyword was added
to take care of some papers that spelt the concept with a
hyphen between community and policing, as in ‘community-
policing’. It was coded with ‘communitypolicing’ because the
backslash (\) is a special character in ACM digital library,
which combines two words with a hyphen (-) without taking
it as a minus sign (-). The above query resulted into 80
search results. Papers were screened to select those sponsored
or co-sponsored by SIGCHI conference, and 29 papers were

extracted including the 3 books of proceedings which were
removed, leaving us with 26 papers.

2) Google Scholar: A search in Google Scholar for all
the papers that mentioned community policing or community-
policing and trust from 1st January 1982 till 31st of August,
2022 was done using the search keywords as shown in Table
I. This gave 17,900 search results. These results were filtered
for ACM published papers. We had used SIGCHI filter but
found out that the resulting documents were all published in
ACM. Therefore, to broaden the search as not to miss any
paper, we used ACM as a filter option, and that resulted into
30 documents.

3) Scopus Database: A search in Scopus database for all
the papers that mentioned community policing or community-
policing and trust from 1st January 1982 till 31st of August,
2022 was done using the advanced search query shown in
Table I. This resulted into 2305 articles. These articles were
screened to get papers from conference on Human factors
in computing systems proceedings and ACM international
conference proceeding series, and this resulted to 18 articles.
We had to screen based on these two because of the peculiarity
of Scopus database classifications.

E. Risk of Bias Assessment

To examine the correctness and comprehensiveness of the
study results, two independent reviewers used Rayyan In-
telligent Systematic Review Platform (RISRP) [35], which
empowered the research team members to assess the quality
of the studies. Two stages of the screening procedure were
iteratively completed. The first stage was the screening of all
abstracts, and the second stage involved additional screening
by examining the entire articles, to assess the relevance of
each, to the research objective. All these were done with the
‘Blind On’ collaborators’ settings in RISRP, to eliminate risk
of bias. The two independent reviewers disagreed at some
points, as regards the exclusion or inclusion of some papers.
These disagreements were resolved accordingly by unanimity.
For instance, the article ‘Empowered participation: Exploring
how citizens use technology in local governance’, by Erete et
al. [36] ,caused a disagreement in the RISRP report. The bone
of contention was that the article mentioned community-police
and trust in the body of the text, five and three places re-
spectively, but only had ‘community policing’ in its reference
section. Since the paper was very close to the concepts being
studied, the first reviewer opted for its inclusion, but the second
reviewer insisted it should be kept aside. Clarity of purpose of
search terms later informed a choice, as “community-police”
was different from “community-policing”, and a consensus
was reached for the article to be excluded as for all biases
to be removed.

F. Data Collection and analysis

Details of author(s), year of publication, place of study, pub-
lisher, research type, methods used, duration, participants, and
emphases related to the research objective were extracted from
each of the included studies, which helped in classification of



TABLE I
SEARCH QUERY

Databases Advanced Search Query Preliminary out-
put

First screening
process (a)

Second Screening
Process (b)

ACM Digital Library [All: ”community policing”] OR [[All:
”community\-policing”] AND [All: trust]] AND
[E-Publication Date: (01/01/1982 TO 31/08/2022)]

80 26 10

Google Scholar ”community policing” OR ”community-policing”
AND ”trust”

17,900 30 2

Scopus Database ALL ( ”community policing” OR ”community-
policing” AND trust )

2,305 18 4

This table shows the search queries used in the three databases. (a) Exclusion based on duplicate and CHI sponsorship. (b) Exclusion based on study relevance
and defined criteria

 

Fig. 1. The PRISMA diagram for the selection process.

trust in this study. Furthermore, two experienced researchers
developed and coded the data from the reviewed studies.
Cohen Kappa(k) was used to ascertain the inter-rater reliability
(IRR) [37], [38]. This resulted to the value of k=0.60, which
can be interpreted as a moderate agreement in the IRR check
[39], [40]. Additionally, the codes were reviewed by two
researchers whose critical discussions identified three themes
that will improve trust in community policing perspective [37].

III. RESULTS AND FINDINGS

As illustrated in Table II, the sample size in the 16 selected
studies ranged from 11 to 865 participants. However, only
two of the studies [8], [41] gave details of the age range
of participants which are between 18 and 60 years, 27 and
60 years respectively. The studies reviewed were published
between 1982 and 2022. As seen in Figure 2, twelve of the
studies (75%) used qualitative method (Participatory Design,
Field Study, Interview, Dataset Generation and Qualitative
Analysis), while four studies (25%) used mixed and alterna-
tive methods (Dataset generation and Quantitative Analysis
(18.75%); Survey and Interview (6.25%)). In other words,
qualitative method cut across all the studies. Furthermore,
these studies were conducted in Global North: United States
of America [1], [10], [42]– [43], the United Kingdom [8],
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Fig. 2. Percentage distribution of different research method .

[44], [45], and Global South: South Korea [46], India [47] and
Africa [41] and their study duration was between 1 day and
7 years. According to the analysis presented in Figure 3, two
studies (12.5%) developed artifacts that can aid community
policing, while 14 studies (87.5%) drew conclusions with
design implications for future works. Also, while 68.75% of
the studies mentioned how trust can be built for technology,
for the police, and among community policing stakeholders;
18.75% studies identified the role of trust as challenging
though imperative, and 12.5% studies used trust to explain
other related concepts in their works. Thematic analysis was
performed using inductive method [48].

IV. DISCUSSION

This study shows that community policing is still in its
developing stage across the globe. In line with Corbett et
al. [1], this study reveals that trust is a propelling factor to
this developmental process. Also, there is significant growth
in the study of trust in community policing, through which
three classes of trust and three themes that can improve trust
have been generated as presented in the next section.

A. Classification of Trust

Based on our systematic review, we found that the term
TRUST is used as a vague synonym which might confuse
readers of HCI publications about the exact targeted group.
Consequently, we compared the use of the term in all selected



TABLE II
THEMATIC LAYOUT

Theme Relevant Researches Emphases
Evidence-based community policing [1], [8], [10], [41], [42], [49]– [43], [46], [47] Digital evidence will improve trust in com-

munity policing.
Frequent communication and relationship building [1], [8], [10], [49]– [50], [43], [46], [47] Communication between police and citizens

will improve trust in community policing.
Privacy considerations in the design of technology [1], [8], [10], [42]– [50], [43], [46], [47] Technology with privacy protection will en-

hance availability of evidence, thereby im-
proving trust in community policing.

This table shows the three themes that can improve trust, with emphasis on categories of trust in community policing.
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Fig. 4. Four layered Classification of Trust in Community policing.

publications to classify it into three. The proposed classi-
fication (see Figure 4) has four layers, showing precisions
as it proceeds from the ambiguous term (Trust) to clearer
terms (Technology-based Trust, Technology-to-Human Trust,
Human-to-Human Trust), with their roots in layers 3 and 4,
respectively.

1) Technology-based Trust (TbT): About 18.75% of the
studies [41], [51], [46] identified trust in the context of
technology as shown in layer 2 of Figure 4. Technology-
based Trust is the eagerness of a stakeholder to be vulnerable
to technologies used in community policing, believing that
his usage objectives shall be met without his privacy com-
promised through surveillance or communication mechanisms.
While the surveillance systems are technologies that capture
static and moving objects, the communication mechanisms
are technologies that enable communication and the sharing
of information among stakeholders. At layer 4 in Figure
4, stakeholders use social media and community policing
websites to communicate by sharing multimedia elements

among themselves and with the police. In the other hand, the
smart cameras are used to record most of the information
(crime scenes/evidence) shared through the communication
mechanisms. When discussing about trust, which is guaranteed
by technology to protect the privacy of stakeholders who
gather and share information for community policing, TbT
can be referred.

2) Human-to-Human Trust (HtHT): Half (50%) of the
studies [1], [10], [42], [49], [52]– [44], [47] identified trust
between humans, which is also at the layer 2. This trust
develops through engagements and communications between
two or more stakeholders exchanging services for a common
community policing goal. These stakeholders are the citizens,
NGO, police, and community workers detailed at layer 4. From
our findings, the trust among them is the foundation of other
trusts since the humans are the actors in community policing
and the users of technologies. For example, if a citizen trusts
a police officer, he will as well trust the smart camera or any
other technology in the disposal of the trusted officer [53],
[54], [55] and [56]. In contrast, a citizen can believe he is
being recorded if the police officer is not trusted, even when
the smart camera or recorder of the police officer is off [54].
HtHT can be referred when trust among or between two or
more stakeholders is discussed.

3) Trust for both human and technology (TbHT): Less than
half (31.25%) of the studies [8], [57] - [43], [45] identified
trust in the context of both humans and technology. From our
review, it is believed that man is behind technology, and as
such, the two entities must function, having the concerns of the
stakeholders in mind. Layer 4 depicts clarity with examples,
which shows that citizens, police, NGOs, and community
workers use social media, community policing websites and
smart cameras. Consequently, trust for both humans and tech-
nology can be referred when any or all the technologies and
any or all the stakeholders are referred.

B. Themes for Improving Trust

From the systematic review carried out in this study, three
themes emerged that can improve trust. These themes are
discussed below.

1) Evidence-based community policing: More than two-
third (81.25%) of the studies were positive about evidence-
based and data-driven community policing. The emphases
were mostly on surveillance technologies like CCTV camera,



TABLE III
RESEARCH CATEGORIZATION

Usage of Term ‘Trust’ Number of Publications References
Technology-based 3 [41], [51], [46]
Human-to-Human 8 [1], [10], [42], [49] [52], [44], [47]
For Humans and Technology only 5 [8], [57], [50], [45]
Total 16

This table shows the categorization of papers based on usage of the term ’trust’ in community policing.

smart phone camera and drone, which generate evidence for
the police to use in crime prosecutions. For instance, one
of the studies [46] posited that “video evidence is critical
in dealing with local issues”. This shows that when there is
evidence to back up claims in community policing activities,
setting disagreements on actions or in-actions would not arise,
thereby fostering trust among stakeholders. Also, surveillance
technologies contribute to evidence-based strategies, which
can lead to understanding crime problem, improving trans-
parency, and building trust through police data initiative (PDI)
[10]. For Corbett et al. [1], evidence is very vital in the
primary stage of trust development. Providing digital evidence
is beneficial, as discussed by Brush et al. [42] that “all our
participant households except H8 were interested in having
cameras that recorded videos outside their home”. This shows
the acceptability of evidence-based policing, through which
trust can be improved. Significantly, there is total acceptance
of the use of amazon ring, body-worn cameras, and mobile
sensing technologies which are adopted to provide evidence
for community policing [8].

2) Frequent communication and relationship building:
Majority of the studies (75%) were confident that frequently
engaging and establishing a relationship with the citizens can
improve and strengthen trust. An example is the study of Ming
et al. [50] that mentioned “creating more opportunities for
engagement between community members and safety organi-
zations may allow for more trust and improved risk prevention
and response”. This relationship and communication can be
physically established by stakeholders meeting from time to
time to discuss needs, concerns, and challenges of community
policing, or can be formed using information communications
technologies (social media and communication platforms) [8],
[58]. Police officers can choose to advise offenders, in a case
where fines should be issued. Such advisory role improves
relationships between the police and citizens, thereby improv-
ing trust [10]. Meanwhile, lack of active social media presence
can reduce trust for the police [47]. This is because frequent
communication improves trust, which can continually develop
into a robust relationship if responsive [1]. To validate the
above assertion, Erete et al. [49] added that communication
is very important as it creates connections which establishes
trust among stakeholders. This has led to the establishment
of third-party reporting centers and victim-centered policing,
which have improved trust drastically for pervasive community
policing [44].

3) Privacy considerations in technological design: More
than half of the studies (62.5%) while presenting privacy as
concerns in the use of technologies for community policing,
were optimistic that privacy protection will improve trust.
Participants in the studies, who were positive about sharing
data to the police and among community policing stakeholders,
are concerned that their privacy may be compromised in
the process. For example, Deeb-Swihart et al [43] posit that
“best practices should be taken to ensure any solutions are
privacy preserving and that the rights of the individuals are not
infringed upon” [51]. For Isranf et al. [45], “these technologies
can be designed to support an aggregate of anonymous view
of data” [57]. For Ming et al. [34], privacy concerns are
obvious in nearby environments as victims are afraid to report
incidences using technological means, to avoid a repeat of such
incidences [50]. This demonstrates lack of trust for technology,
which can only be improved when privacy is considered during
the design of community policing technologies. From our
review, data shared through online media (Facebook, Twitter,
WhatsApp etc) and surveillance data generated through smart
cameras are the most sensitive in community policing [42].
When these shared data are not properly managed, privacy
of individuals who are actors in community policing or are
passive in the crime, may not be protected, thereby putting
the individuals at risks. For instance, a social media user
who willingly shares a footage of crime scene to the police
or public, should be protected by technology. Such protec-
tion builds trust for the community policing activities [57].
Also, signing confidentiality agreement by stakeholders [48]
provides security for sensitive evidence and builds trust for
human and technology. Furthermore, if a camera field of view
(FoV) in crime monitoring captures a scene not relative to the
crime being covered, there is bound to be privacy concerns,
and technology should be designed to take care of this to
protect the users in community policing context.

V. LIMITATIONS

The major limitation of this systematic review arises from
using only three databases and stringent keywords “community
policing” OR community-policing which could exclude other
related papers in other databases and papers that didn’t use
these exact phrases to refer to community policing respec-
tively. Though, our search processes were comprehensive to
accommodate all studies with the phrases within the three
databases, there is possibility that a study which discussed
community policing and trust missed out either because of



typo or character errors. Also, the generated themes were
based on deductive coding, instead of the hybrid approach
that would have given thoroughness in the thematic analysis.
Furthermore, the classification is phrase-based, and as such,
could cause potential bias.

VI. CONCLUSION

Through this systematic review, this study has been able to
classify trust according to its different level of implication
and further defined each in-line with community policing
context. Also, the research has shown the characteristics of
studies that discussed trust and community policing in the last
40 years. Three themes have been generated and discussed
with emphasis on how trust can be improved. The most
fundamental among the themes discussed is that technology-
driven evidence gotten through surveillance systems (smart
phone cameras, CCTV, drone etc.), can improve trust in com-
munity policing. Hence, the need for research to investigate the
application of these technologies in community policing arises.
While the identified themes can improve trust in community
policing, classifying trust has created unique terms, which
could be referred or compared in future by HCI researchers.
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